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Discussion

Once 3GPP PS Data off there is a need to enforce the policy in the network for SIP traffic and non SIP traffic.

SIP based traffic

In the IMS architecture there is a function called TADS, this allows a SIP dialogue to be targeted to an appropriate domain: CS domain or PS.  The TADS AS queries the HSS to determine where the UE is and if IMS over PS is supported.  These procedures can be enhanced to determine if the service being requested is allowed, subject to 3GPP PS Data Off and then allow TADs to target the service accordingly.  Using TADs and HSS means there is no impact on the S-CSCF.  The core IMS infrastructure can not be affected by deployment of the service.
Non SIP Traffic

Non SIP traffic consists of 2 types of traffic per the requirements in TS 22.011:

i) XCAP; and

ii) OMA DM.

Both of these are predominately mobile originated.  In addition, it is highly recommended in GSMA IR.88 that XCAP traffic use its own APN to aid operators in identify and charging for it.  If XCAP and OMA DM use dedicated APNs then if these services are not part of the 3GPP PS Data Off Exempt service list then if the HSS is aware of the status of 3GPP PS Data Off it can use existing procedures to notify the MME/SGSN that those specific APNs are not allowed.  The MME will then take the appropriate action.
Proposal
Incorporate the proposals below into the TR
6.X
Solution #X: Key Issue 4 - Network Enforcement of 3GPP PS Data Off IMS Sessions
6.X.1
New Sessions
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Figure 6.X.1-1: Network Enforcement of New Sessions for 3GPP PS Data Off
1)
S-CSCF receives a SIP METHOD, based on filter criteria determines that the SIP METHOD needs to be routed to a 3GPP PS Data Off Application Server.

NOTE 1:
The S-CSCF could have received filter criteria that describes that specific services e.g. none 3GPP PS Data Off Exempt Services need to be sent to the AS to determine how to be handled.
NOTE 2:
The 3GPP PS Data Off Application Server could be the SCC AS.
2)
The 3GPP PS Data Off AS receives the SIP METHOD.

3)
The 3GPP PS Data Off AS sends a Sh query to the HSS containing a description of the service and the R-URI received in the SIP METHOD.

NOTE 2:
The service description could be the SIP METHOD, ICSI, SDP information etc

3a)
Optionally the HSS may obtain an up to date location information and of state information from CS domain using Any Time Interrogation procedures defined in 3GPP TS 23.078 [x].

4)
Based on the:

i)
The location of the UE associated with the UE which can be determined e.g. by stored MSC, SGSN, MME number etc, 

ii)
the service description received in the Sh query in step 3); and 

iii)
which services are provisioned as 3GPP PS Data Off Exempt Services against the R-URI received in step 3) 

the HSS sends an Sh response indicating:
a) if the service is allowed or not over PS; or
b) if the service should be routed over the CS domain.
NOTE 4:
An allowed service could be a downgraded service e.g. Video may not be allowed but Voice is.

5)
The 3GPP PS Data Off AS modifies the SIP METHOD so that the service can be routed 

i)
Over PS domain if the service has been downgraded; or

ii)
over the CS domain.

5a)
If the HSS indicated that the service should is not allowed over PS and 3GPP PS Data Off AS decides to reject the service request, the AS Sends a SIP reject.

6.X.2
Existing Sessions
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 Figure 6.X.2-1: Network Enforcement of Existing Sessions for 3GPP PS Data Off
1)
S-CSCF receives a SIP METHOD
2)
AS receives a SIP METHOD

3)
AS sends an Sh Notification request requesting to receive a notification if 3GPP PS Data off is activated for the URI received in the R-URI of the SIP METHOD.
4)
AS continues to dialogue set-up.
5)
A dialogue is ongoing

6)
HSS receives a 3GPP PS Data off activation;  
7)
HSS sends a Sh Notification indicating 3GPP PS Data off has been activated for a Public User Identity;

8)
If there is an existing dialogue over PS for the Public User Identity identified in step 7), the AS sends a Sh query to the HSS containing a description of the dialogue that is ongoing in step 5) and the R-URI received in the SIP METHOD associated with that ongoing dialogue in step 5).

NOTE 1:
The service description could be the SIP METHOD, ICSI, SDP information etc

NOTE 2:
An existing dialogue over PS could be determined by the XXX feature tag = Server.

If no PS dialogue exists the rest of the steps are skipped.

9)
Based on the:

i)
The location of the UE associated with the UE which can be determined e.g. by stored MSC, SGSN, MME number, 

ii)
the service description received in the Sh query; and 

iii)
which services are 3GPP PS Data Off Exempt Services 

the HSS sends an Sh response indicating if the service is allowed or should be terminated.
10a)

A dialogue termination is sent to the terminating Party;

10b)
A dialogue terminated is sent to the originating party.

6.x.2
Impacts on existing nodes and functionality

The HSS and Application server are impacted.

HSS needs to be provisioned with which services are 3GPP PS Data Off Exempt Services and the ability to

a) send an Sh push message indication 3GPP PS Data Off has been activated for a specific user; and

b) receive a service description from the AS and provide back to the AS if the service should be routed over PS, downgraded over PS e.g. Video to Voice or reject,

The application server needs to be able to 

a) receive an Sh push message indication 3GPP PS Data Off has been activated for a specific user; and

b) send a service description for a Public User Identity and receive back from the HSS if the service should be routed over PS, downgraded over PS (e.g. Video to Voice) or reject,

6.x.3
Solution Evaluation
Has no impact on VPLMN, only impacts HSS and AS.  Can be used with other solutions in the TR that provide 3GPP PS Data Off notifications to the HSS.  Leverages procedures that are already performed for TADS functionality where by TADs queries the HSS for information.  

Other solutions impact S-CSCF and also propose to use procedures that are designed to transport static user information and not dynamic which 3GPP PS Data Off indicator is.
6.Z
Solution #Z: Key issue 3 - Network Enforcement of 3GPP PS Data Off non IMS Sessions
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 Figure 6.Z.1-1: Network Enforcement of Existing Sessions for 3GPP PS Data Off
1)
There is an active PDN connection with APN=X
2)
3GPP PS Data off activation is received at the HSS.
3)
HSS modifies Subscriber Data in MME/SGSN using procedures as described in 3GPP TS 23.402 [x] sub-clause 5.3.9.2 indicating APN=X is no longer allowed to be used.
4)
MMS/SGSN responds back with an acknowledgement
5)
PDN is deactivated
6.Z.2
Impacts on existing nodes and functionality
The HSS, upon receipt of 3GPP PS Data Off being activated needs to send Insert Subscriber Data with APN modifications

6.Z.3
Solution Evaluation
Has no impact on VPLMN, only impacts HSS.  Uses existing EPC procedures defined in 3GPP TS 23.402 [x] regarding data management.
3GPP
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